CYBERBEZPIECZENSTWO
WAZNE INFORMACJE DLA UCZNIOW | RODZICOW

Bezpieczenstwo dzieci w Internecie jest dla naszej szkoty priorytetem. Wspoiczesne

technologie dajg nam wiele mozliwosci, ale niosg tez zagrozenia, o ktérych warto wiedzie¢

i ktérym trzeba przeciwdziata¢. Ponizej przedstawiamy najwazniejsze zasady i wskazowki,

ktore pomoga chroni¢ mtodych uzytkownikéw sieci.

1. Bezpieczne korzystanie z Internetu — zasady dla ucznia

Chron swoje dane osobowe — nie podawaj w sieci adresu, numeru telefonu, haset
ani informaciji o rodzinie.

Uzywaj silnych haset — trudnych do odgadniecia, innych do kazdej aplikaciji.

Nie rozmawiaj z nieznajomymi online — traktuj ich tak samo, jak nieznajomych w
Swiecie rzeczywistym.

Nie klikaj w podejrzane linki — mogg prowadzi¢ do wiruséw lub stron wytudzajgcych
dane.

Zgtaszaj niepokojace tresci — rodzicom, wychowawcy lub pedagogowi.

Szanuj innych w Internecie — nie udostepniaj obrazliwych tresci, nie hejtuj, nie
wysSmiewa;.

Pamietaj, ze nic w Internecie nie ginie — kazda publikacja moze zosta¢ zapisana i

udostepniona dalej.

2. Cyberprzemoc - jak jej unikac i jak reagowacé

Cyberprzemoc to m.in.:

wysmiewanie, obrazanie i wykluczanie w Internecie,
publikowanie obrazliwych zdje¢, filmow, memow,
podszywanie sie pod inng osobe,

grozby w wiadomosciach.

Jesli jestes swiadkiem lub ofiarg cyberprzemocy:

nie odpowiadaj na zaczepki,
zachowaj dowody (screeny, linki),
zgtos dorostemu — rodzicowi, nhauczycielowi, pedagogowi,

zablokuj osobe i zgtos tresci administratorom serwisu.



3. Wskazéwki dla rodzicow — jak wspiera¢ bezpieczenstwo dziecka w sieci

e Rozmawiaj z dzieckiem o jego aktywnosci internetowej — co oglada, z kim
rozmawia, jakie aplikacje uzywa.

e Ustal jasne zasady korzystania z telefonu, komputera i mediéw spotecznosciowych.

o Zainstaluj kontrole rodzicielska — pozwala monitorowac tresci i czas ekranowy.

o Badz uwazny na zmiany w zachowaniu dziecka: wycofanie, stres przed wejsciem do
sieci mogg sygnalizowa¢ problem.

o Dawaj przyktad — dzieci uczg sie nasladujgc dorostych.

e Wspieraj, a nie oceniaj — jesli dziecko zgtosi problem, najwazniejsza jest pomoc i

spokg;.

4. Gdzie szuka¢ pomocy?
W razie jakichkolwiek niepokojgcych sytuacji szkota pozostaje do dyspozyciji.
Mozna zgtaszac sie do:
e Pedagoga szkolnego
e Wychowawcéw klas
o Dyrekcji szkoty
Dodatkowo polecamy bezpieczne strony i infolinie:

e www.dzieckowsieci.pl

e www.saferinternet.pl

o Telefon zaufania dla dzieci i mtodziezy: 116 111
o Telefon dla rodzicéw i nauczycieli w sprawie bezpieczenstwa dzieci: 800 100
100

DBAJMY O BEZPIECZENSTWO RAZEM!
Internet moze by¢ miejscem nauki, zabawy i rozwoju, jesli korzystamy z niego
odpowiedzialnie. Wspétpraca ucznidw, rodzicow i szkoly to najlepsza ochrona przed

zagrozeniami.
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