**Klauzula RODO**

Informacja o przetwarzaniu danych osobowych przez Szkołę Podstawową im. H. Sienkiewicza w Niesułkowie pozyskanych w związku z organizacją pracy szkoły w czasie stanu epidemii.

1. Administratorem Pani/Pana danych osobowych oraz danych osobowych Państwa dziecka (dalej: Administrator) jest: Szkoła Podstawowa im. H. Sienkiewicza w Niesułkowie.

2. Z Administratorem można kontaktować się pisemnie:

1) za pomocą poczty tradycyjnej na adres: Niesułków 68, 95-010 Stryków

2) e-mail: [spniesulkow@o2.pl](mailto:spniesulkow@o2.pl)

3. Administrator wyznaczył Inspektora Ochrony Danych – Oskar Manowiecki, z którym można kontaktować się pod adresem e-mail: [iod@lesny.com.pl](mailto:iod@lesny.com.pl)

4. Dane osobowe przetwarzane będą w celu zorganizowania opieki nad dzieckiem w okresie obowiązującego stanu epidemii.

5. Podstawą prawną przetwarzania danych osobowych przez Szkołę Podstawową w Niesułkowie pozyskanych w związku z organizacją opieki w czasie stanu epidemii jest art. 9 ust. 2 lit. i RODO, tj. przetwarzanie jest niezbędne ze względów związanych z interesem publicznym w dziedzinie zdrowia publicznego, takich jak ochrona przed poważnymi transgranicznymi zagrożeniami zdrowotnymi.

6. Dane osobowe mogą być przekazane innym podmiotom, tylko w prawnie przewidzianych sytuacjach.

7. Dane osobowe przetwarzane będą przez czas niezbędny do realizacji opieki nad dzieckiem, a później przez okres wymagany przepisami o archiwizacji.

8. Przysługuje państwu prawo do:

- dostępu do danych osobowych,

- sprostowania danych osobowych,

- ograniczenia przetwarzania,

- wniesienia skargi do organu nadzorczego.

Z powyższych praw można skorzystać poprzez:

1) za pomocą poczty tradycyjnej na adres: Niesułków 68, 95-010 Stryków

2) e-mail: spniesulkow@o2.pl

9. Dane osobowe będą pozyskane od Państwa poprzez złożone oświadczenia i dokumenty.

10. Administrator dokłada wszelkich starań, aby zapewnić wszelkie środki fizycznej, technicznej i organizacyjnej ochrony danych osobowych przed ich przypadkowym czy umyślnym zniszczeniem, przypadkową utratą, zmianą, nieuprawnionym ujawnieniem, wykorzystaniem czy dostępem, zgodnie ze wszystkimi obowiązującymi przepisami, a w szczególności poprzez wprowadzenie odpowiednich polityk ochrony danych.